
 
 

 
Conditions of use of the DIN WLAN 

 

The following conditions apply to the use of the WLAN in the DIN Conference Centre. The conditions 
apply to standardization experts visiting DIN, who are jointly referred to as "users" or "WLAN users", 
hereafter. 

1. The WLAN provides to the users a toll-free wireless access to the Internet from all conference 
rooms of the DIN building. 

2. In order to use the WLAN the user needs a computer or other suitable device equipped with a 
WLAN interface conforming to IEEE 802.11b or IEEE 802.11g. 

3. The wireless transfer of data between the access point and the user's device is not encrypted. 
Third parties may perhaps be able to view that data. 

4. The user is personally responsible for all content which is downloaded, uploaded or disseminated 
in any other way with his/her device when using the wireless connection. DIN does not monitor 
the content. 

5. The speed of data transfer is dependent i.a. on the load on the Internet backbone, the speed of 
the servers used, the number of users working at the access point simultaneously, and the 
system configuration of the users device. 

6. The WLAN must not be used improperly. In particular 

• The distribution of messages or information to third parties for the purpose of advertising 
(spamming) is prohibited. 

• Unauthorized download of or access to information and data as well as unauthorized 
intrusion into data networks is prohibited. 

• Executable routines (spyware, dialers, etc) must not be transferred to the computers of 
Internet users in an automatic, unauthorized and hidden way. 

• The downloading and uploading of unlawful or immoral content is prohibited. 

7. It is the responsibility of the WLAN user to configure the software on his/her device in a way that 
protects his/her data transfer against access by third parties. 

8. DIN and its assistants accept no responsibility and liability for damage to third parties which is 
created by unlawful use of the WLAN and the connected services by the user, or for unlawful use 
of the WLAN executed with the user's approval. 



 
 

 

Information on Wireless LAN Access at DIN 

 

WLAN Parameters 

Please take note of the following access parameters of DIN's Wireless LAN. 

 

Standard: IEEE 802.11b or IEEE 802.11g 

Mode: Infrastructure (Access Point) 

SSID: din 

IP-Configuration: DHCP; no proxy 

Please ask the chairperson of the meeting for the user name and current password. 

 

Services 

The following Internet services are available when using the Wireless LAN of DIN: 

• DNS 

• WWW (HTTP (Port 80, 8080), HTTPs) 

• FTP 

• eMail (SMTP, POP2, sPOP3, IMAP, sIMAP)  

• SSH 

• VPN (IKE+IPSec, IPSec over TCP (Port 10000)) 

 

Certain websites and services may not be accessible due to security policies and filters. 

 


